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1. Getting started

Welcome to the Stormshield Log Supervisor Hyper-V VHD version 1 Deployment Guide.

This guide discusses the steps and considerations for deploying the SLS Hyper-V VHD on the
Microsoft Hyper-V Server.

With the SLS Hyper-V VHD, you can benefit from the following unique features of Microsoft
Hyper-V Server:

* Expandable private cloud environment provides flexible, on-demand IT services allowing
you to make adjustments on resources as per change in requirements.

* Efficient hardware usage consolidates the servers dividing the workloads equally and uses
powerful physical computers decreasing the power consumption and physical space.

* Improve business continuity minimizes the impact of both scheduled and unscheduled
downtime of your workloads.

* Expandable virtual desktop infrastructure (VDI) who uses a centralized desktop strategy to
increase business agility and data security, as well as simplify regulatory compliance and
manage applications.

For a better assessment of this guide, we expect you to have a basic understanding of the
Microsoft Hyper-V Server and its services.

@ IMPORTANT

* You can launch one SLS instance from one VHD. To launch multiple SLS instances,
make the required number of copies from the original VHD, and launch SLS from each
one of them.

* SLS records all the changes and configurations made in its VHD. Therefore, we
recommend that you save the downloaded VHD in its original state and launch a SLS
instance only on its copy.

* The Stormshield Log Supervisor Hyper-V VHD file is a dynamically expanding VHD file;
the disk storage is allocated only on demand. For the fixed sized VHD file, the disk
storage is allocated immediately during the VHD file creation. You can convert the VHD
to a fixed sized VHD file by using the Edit Disk utility of the HyperV Manager
application.
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2. Requirements

2.1 Virtual Machine Compatibility

The SLS Hyper-V VHD allows you to launch an SLS virtual machine in:

* Microsoft Hyper-V Server 2016.
* Microsoft Hyper-V Server 2019.
* Microsoft Hyper-V Server 2022.

2.2 Minimum recommended specifications

The minimum recommended specifications to launch SLS are:
¢ CPU: Minimum Quad-core.

* Memory: Minimum 7GB.

* Disk: Minimum 169GB.
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3. Deploying SLS Hyper-V VHD

You can deploy the SLS Hyper-V VHD using Hyper-V Manager from another Windows machine or
using Windows PowerShell from the Hyper-V server itself.

3.1 Deploying SLS from another Windows machine using Hyper-V Manager

3.1.1 Selecting the Hyper-V Server

1. Download the provided SLS .vhd file from your MyStormshield personal area, in Downloads
> Downloads > Stormshield Log Supervisor > Firmware.

2. Open the Hyper-V Manager console and select the Hyper-V server where you want to launch
the SLS.

3. Inthe Actions tab of the console, click New and select Virtual Machine.
4. Read the details on the Before You Begin tab and click Next.

- New Virtual Machine Wizard =N
*i Before You Begin
This mZardfi;ebs you n:re.;te a virtual machine. You can use Whﬁ;:l machines in place of physical
. § computers for a variety of uses. You can use this wizard to configure the virtual machine now, and
Specify Name and Location you can change the configuration later using Hyper-V Manager,
Specify Generation
fy =8 To create a virtual machine, do one of the following:
Assign Memory
] « Click Finish to create a virtual machine that is configured with default values.
Configure Networking » Click Next to create a virtual machine with a custom configuration.
Connect Virtual Hard Disk
Installation Options
Summary

[:] Do not show this page again

Next> || Fnish || cancel

3.1.2 Specifying a Name and Location

1. Provide a Name for the virtual machine.

2. Select a Location to store the virtual machine and click Next.
We recommend that you create a separate folder to store the SLS virtual machine. Make
sure the folder has enough space to store the files of the SLS virtual machine.
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Specify Name and Location

Before You Begin Choose a name and location for this virtual machine.

Spedfy Name and Location

The name is displayed in Hyper-V Manager. We recommend that you use a name that helps you easily
Specify Generation identify this virtual machine, such as the name of the guest operating system or workload.
Assign Memory Name:  [StormShield Log Supervisor |
Configure Networking You can create a folder or use an existing folder to store the virtual machine. If you don't select a
Connect Virtual Hard Disk folder, the virtual machine is stored in the default folder configured for this server.
et et [+] Store the virtual machine in a different location
Summary Location: |C-‘Prowmﬂah‘#hosoﬂ\%1dows‘ﬁypa’#\ “ |

& If you plan to take checkpoints of this virtual machine, select a location that has enough free
space. Chedkpoints indude virtual machine data and may require a large amount of space.

3.1.3 Specifying the Generation

1. Choose Generation 1 and click Next.

ﬁ Specify Generation

Before You Begin Choose the generation of this virtual machine.

Specify Name and Location @ Generation 1

Specify Generation This virtual machine generation provides the same virtual hardware to the virtual machine as in

e . previous versions of Hyper-V.

Configure Networking O Generation 2

Connect Virtual Hard Disk This virtual machine generation provides support for features such as Secure Boot, SCSI boot, and

PXE boot using a standard network adapter. &nstopﬁaﬂusvsmmtbenmatleast

Installation Options Windows Server 2012 or 64-bit versions of Windows

Summary ﬁ*_\, Once a virtual machine has been created, you cannot change its generation.

3.1.4 Assigning Memory

1. Specify the Startup memory for the virtual machine. For SLS, the minimum memory
requirement is 7GB.

2. Enable Dynamic Memory to use on-demand memory allocation and click Next.
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Spedfy the amount of memory to allocate to this virtual machine. You can spedify an amount from 32
ME through 12582912 MB. To improve performance, spedfy more than the minimum amount
recommended for the operating system.

Startup memory: MB

[] Use Dynamic Memory for this virtual machine.

o When you dedide how much memory to assign to a virtual machine, consider how you intend to
use the virtual machine and the operating system that it will run.

3.1.5 Configuring Networking Connection

1. Select the switch as per your networking requirement and click Next.
In the screenshot below, we have selected an already created ExternalVMSwitch. For more
information about the Hyper-V virtual switches, refer to Microsoft's Create and configure a
virtual switch with Hyper-V page.

y‘-\.ll\
ﬁ] Configure Networking

Before You Begin Each new virtual machine incudes a network adapter. You can configure the network adapter to use a
Specify Mame and Location virtual switch, or it can remain disconnected.

Specify Generation Connection: |ExternalVMSwitch

Assign Memory

Configure Networking

3.1.6 Connecting the Virtual Hard Disk

1. Select Use an existing virtual hard disk, browse to the .vhd file, then click Next.
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T..Il. -

Connect Virtual Hard Disk
Before You Begin A virtual machine requires storage so that you can install an operating system. You can spedify the
Specify Name and Location storage now or configure it later by modifying the virtual machine’s properties.
Specify Generation O Create a virtual hard disk
e Use this option to create a VHDX dynamically expanding virtual hard disk.
Configure Networking MName: | gt 4K e

Connect Virtual Hard Disk

Location: |C:\ProgramDataMicrosoft\Windows \Hyper-Vi s WMyirtual| | Browse...
Size: 127| GB (Maximum: 64 TB)

(®) Use an existing virtual hard disk
Use this option to attach an existing virtual hard disk, either VHD or VHDX format.

Location: [G: s 4 gt vhd| || Browse...

(O Attach a virtual hard disk later
Use this option to skip this step now and attach an existing virtual hard disk later,

| <previous | | mMext> || Fnish || cancel

3.1.7 Completing the New Virtual Machine Wizard

1. Review the configuration before creating a virtual machine. Click Previous before finalizing
the configuration if necessary.

2. Click Finish to create the virtual machine.
L

il

Completing the New Virtual Machine Wizard

Before You Begin You h_ave s_l.lccessﬁ.h_ completed the Mew Virtual Machine Wizard. You are about to create the
e e It following virtual machine.

Spedfy Generation Lotienls

Assign Memaory Mame: StormShield Log Supervisor

Configure Networks Generation: Generation 1

Memory: 8192 MB
Connect Virtual Hard Disk Network:  Not Connected
Summary Hard Disk:  G:'\pwssss Set.vhd (VHD, dynamically expanding)

To create the virtual machine and dose the wizard, dick Finish.
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In the Hyper-V Manager application, select the required Hyper-V server.
2. Select the required Virtual Machine, right-click on it, then click Settings....

3. Select Processor and specify the Number of virtual processors for the virtual machine. For
SLS, the minimum requirement is a Juad-core processor.

Click Apply.

3.1.9 Starting the Virtual Machine

1. Inthe Hyper-V Manager application, select the required Hyper-V Server.
2. Select the required Virtual Machine, right-click on it, then click Start.

File Action View Help

.= 20 6@

Hyper-V Manager

23 Hyper-¥ Manager
§ HYPERY

3 HYPERV-02

Virtual Machines

Harme =

State CPU Usage

Actions
HYPERV-02
Mew

0 Impod Vit
Hyper-V Setd
: Wirtual Switc

Wirtusd SAN

Assigned Memory  Uptime Status s

J StomShiold Log Supsrvsor 0%

Connext...
Saettings..

1 &k

Edit Dk
Imspect Disk

Start

=
® [

Stop Senvice

Checkpeint
Mewve...

Rename...

Delete...
Enable Replication_.
Help

Checkpoints

StormShield Log Supervisor

Criatied:

Wiersaon:
Generation: 1
MNotes: Hone:

Rerncve Sery
Refresh

=

Yiew

-]

Help
StormShield
Connect..
io Settings...
Start

psacied wivsl maching has no chackpaorts

Chesckpoint
¥ Move..

Chustered: Mo Export...
Renarme...

Delete...

2 Enable Repls

3.2 Deploying SLS from the Hyper-V server itself using Windows PowerShell

Download the provided SLS .vhd file from your MyStormshield personal area, in Downloads >

Downloads > Stormshield Log Supervisor > Firmware.

On the Hyper-V server, open Windows PowerShell as an administrator and run the command:

New-VM -Name <VM Name> -MemoryStartupBytes 7GB -BootDevice VHD -
VHDPath"<the StormshieldLogSupervisor VHD path>" -Path <"<destination
path for the VM>"> -Generation 1 -Switch <virtual switch name>

Then run the following commands:

Set-VM -Name <VM Name> -ProcessorCount 4

Start-VM -Name <VM Name>
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4.1 Accessing the SLS user interface
1. Inthe Hyper-V Manager application, select the required Hyper-V Server, select the required
Virtual Machine, then click Connect on the Actions tab.
. Note down its IP address. If it is not displayed, see the instructions below.
3. Enterthe IP address in a web browser (example: https://10.45.3.95).

Log in to the SLS user interface. The default credentials are admin (username) and
changeme (password).

If you need to get or set the IP address of the SLS instance:

1. Opena VM Console. The default credentials are li-admin (username) and changeme
(password).

2. Retrieve the IP address by using the "ip a" command. Define the IP address by using the
"change-ip" command, then the "systemctl reboot" command.

4.2 Getting the SLS Hardware Key

Once connected to the SLS user interface for the first time, it is requested to activate SLS with a
license provided by Stormshield, which contains the details of the purchased product, the
number of sources it can handle, and the license’s expiration date.

The license refers to the Hardware Key of the solution, which is unique. You can find it here:

SLS LICEMNSE o0

LICENSE KEY

Hardware Key:

"'] Copy To Clipboard

License File:

Browse...

END USER LICENSE AGREEMENT (EULA)
IFYOU OBTAIN A LICENSE TO USE OUR PRODUCTS OR S5ERVICES (THE "PRODUCTS") THEN IN ADDITION

'
< >

Submit Cancel

| accept the terms of the End User License Agreement (EULA)

4.3 Registering the SLS product

You must contact your Stormshield reseller or partner to obtain an SLS product. Then, register it
in your MyStormshield personal area. You will be prompted to enter your SLS Hardware Key and
SLS Serial Number. For more information, refer to the Registering products guide.
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4.4 Downloading the SLS license (.pak file)

Download the license (.pak file) from your MyStormshield personal area. For more information,
refer to the Downloading a product’s license file page.

4.5 Installing the License

1. OnSLS, go to Settings >> System >> SLS License.

/1:;; EE':] L‘;.L‘il[:fprl‘"iqr]r @& DASHEOARD Q, SEARCH & REPORT & INCIDENT & SETTINGS

System

%\ &~ = 3 &

System Maonitor

USER ACCOUNTS CONFIGURATION KNOWLEDGE BASE SYSTEM

2. Click Add License.
Browse the file containing the License Key.

4. Go through the END USER LICENSE AGREEMENT (EULA). Mark the checkbox if you agree with
the terms and conditions of the EULA.

5. Click Submit.

SLS LICENSE

LICENSE KEY

Hardware Key:

Copy To Clipboard

License File:

EMD USER LICENSE AGREEMEMNT (EULA)Y
IF¥OU OBTAIN A LICENSE TO USE OUR PRODUCTS OR SERVICES (THE "PRODUCTS") THEN IN ADDITION

W
£ >

| accept the terms of the End User License Agreement (EULA)
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4.6 Changing the "admin” user password

For security reasons, you must change the default password of the “admin” user.
1. Go to User >> My Preferences in the upper banner and click Change Password.
Enter changeme in the Old Password field.

Enter the new password and confirm it.

Click Submit.

2.
3.
4.

CHANGE PASSWORD

General

Old Password:

Search »

MNew Password:

Change Password

Retype Password:

Date Time 2

Notification

4.7 Updating SLS to the latest patch

1. Identify the current SLS version installed. On the SLS user inteface, click on the Stormshield
Log Supervisor logo in the upper banner and locate the version number.

2. Check the version release notes to see if a newer SLS version is available, what it contains,
and how to install it.

ABOUT o

/_V. STORMSHIELD

—/ Log Supervisor

SLS R.L.I

This preduct is created by LogPoint for Stormshield

Product:
Product downloads and updates can be obtained from myStormshield portal, and
documentation from Stormshield Documentation portal.

Support:
To raise a support ticket please visit the myStormshield portal
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5. Getting the logs from an SNS firewall

5.1 Adding a new device on SLS

1. On SLS, go to Settings >> Configuration >> Devices and click Add.
Enter the Name of the device.

In the IP address(es) field, enter the IP address of the SNS firewall.
In the Log Collection Policy field, select stormshield.

Choose the correct Time Zone.

Click Submit.

ok wnN

CREATE DEVICE e 0

DEVICE INFORMATION

Mame: Alpha

IP address(es): . " X
Deavice Groups:

Log Collection Paolicy: stormshield

Distributed Collector:

Time Zone: (GMT+01:00) Brussels, Copenhagen, Madrid, Paris -
RISK WALUES

Contidentiality: Minima -
Integrity: Minima -
Availability: Minima -

5.2 Configuring logs retrieval

You can choose to either get the logs from the SNS firewall through standard Syslog or more
securely through Syslog-TLS.

5.2.1 Getting the logs through standard Syslog

Configuring a standard Syslog connection on the SNS firewall

1. On SNS, go to Configuration > Notifications > Logs — Syslog — IPFIX > Syslog.

2. Selectthe object representing the IP address of the SLS instance or create a new object if
one has not been created yet.

3. Select the appropriate protocol (TCP or UDP).
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4. Selectthe port number. The default listening portis 514. You can retrieve the Syslog
listening port by using the "change-syslog-port” command on a VM console. Note that
using this command toggles the port between 514 and 601. Use it again if necessary.

5. Select the format.
Apply the configuration.

m NOTIFICATIONS / LOGS - SYSLOG - IPFIX
LOCAL STORAGE SYSLOG IPFIX

SYSLOG PROFILES
Details

Status MName

& Enabled 5LS MName: sLs

D Disabled Syslog Profile 1 Comments: gl s

D Disabled Syslog Profile 2

i Syslog server: SLS_Server - |5

D Disabled Syslog Profile 3
Protocol: UDP -
Port: syslog v |5
Format: RFC5424 -

5.2.2 Getting the logs through Syslog-TLS

Downloading SNS Certificate Identity

1. On SNS, go to Configuration > Objects > Certificates and PKI.
2. Download the Server Certificate identity as a P12 file.

S O0BJECTS / CERTIFICATES AND PKI

Q filter E Fiiter: a ~ + Add ~ X Rewoke = Actions ~]| [§ Download ~ | ® Check usage

B & sshvpn-full-default-authority

nter

w

Certifican »
DETAILS  REVOCATION {CRU & ortficess
[ openvpnserver

@  Identity P | as PEM file

Validity & CF as P@ﬂe

#} openvpnclient

B & CA_for_SMC_VPN_tunnels

I’ |
'9
F
F
fl
IE' Bravo.stormshield su ﬁ Issued Feb 16 12:43:29 2021 GM
F
F
ﬁ
F

[ Charlie stormshield.eu
[ Delta.stormshield.eu

#D Alpha.stormshield.eu

Expires; Feb 14 12:43:29 2031 GMT

3 sSL proxy default authority
) Issued for
Cu CA_for_SMC_VPN_tunnels

h ]

B T syslog-CA

[ sls syslog F

Issuer C=AW,ST=t2st stateL=test city,0=Te|

Establishing an SSH Connection with SLS
1. On SLS, go to Settings >> System >> System Settings >> SSH Key Pair for li-admin.
2. Provide a Pass Phrase.
3. Click Re-Generate Key Pair.
4. Copy the Private Key and save it in a file as a.pem file (e.g., Key SLS.pem].
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SYSTEM SETTINGS e 0
General » PASS PHRASE
asbadaad
SMTP [
PRIVATE KEY
SMMP 3 R - . .
BEGIMN OPEMSSH PRIVATE KEY ~
HTTPS 3
Syslog TLS »
Support Connection 3
Modes of Operation »
S5H Key Pair for li-admin  # v
Lockout Policy »
Enrichment 3

Copying the SNS Certificate Identity on SLS

1. Open WinSCP.
Fill in the IP address of the SLS instance.
Go to Advanced Settings >> SSH >> Authentication.
Select the .pem file and fill in the passphrase.
Copy the P12 file on SLS.

s w N

Importing the SNS Certificate Identity on SLS
1. Open PuTTY.
Fill in the SLS server IP address.
Go to Advanced Settings >> Connection >> SSH >> Auth.
Select the SLS key file.
Log in. The default credentials are li-admin (username) and changeme (password).

o v A wnN

Use the command "syslog tls cert --pkcsl2=<pl2 file>"toimportthe P12
certificate for the Syslog-TLS connection.

7. Confirm.
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Configuring a Syslog-TLS connection on the SNS firewall

1. On SNS, go to Configuration > Notifications > Logs — Syslog — IPFIX > Syslog.

2. Selectthe object representing the IP address of the SLS instance or create a new object if
one has not been created yet.

3. Choose TLS Protocol.
4. Fill in the certificate information.
5. Select/egacy long format.
6. Apply the configuration.
[1] NOTIFICATIONS / LOGS - SYSLOG - IPFIX
LOCAL STORAGE SYSLOG IPFIX
SYSLOG PROFILES Details
Status Name
& Enabled SLS Mame: SLS
0 Disabled Syslog Profile 1 Comments: g5
T Disabled Syslog Profile 2 Syslog server: SLE_Server - |8
(™ Disabled Syslog Profile 3
Protocol: TLS ~
Port: syslog-tis v &
Certification authority: Syslog-CA v |
Server certificate: sls.syslog v |
Client certificate: v |
Format: legacy_long v
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© IMPORTANT
SLS must be in version 1.1.1 to get logs from SES Evolution. To determine the current SLS version
and how to install 1.1.1 patch if necessary, see 4.7 Updating SLS to the latest patch.

6.1 Installing the new Stormshield application on SLS
1. Download the new application (.pak file) from your MyStormshield personal area, in
Downloads > Downloads > Stormshield Log Supervisor > Resources.
2. On SLS, go to Settings >> System >> Applications and click Import.
3. Browse to the .pak file and click Upload.

IMPORT APPLICATION

Application: m

4. Go to Settings >> Configuration >> Normalization Policies.
5. Click on the stormshield policy name.
6. Select StormshieldEndpointSecurityCompiledNormalizer.
7. Click Submit.

Normalization Policies

CREATE NORMALIZATION POLICY
ADD

NORMALIZATION POLICY INFORMATION
SN Folicy name

1 | stormshield | e

%]

_LogPointAlerts Compiled Mormalizer:

Available Q Selected
3 _logpoint
StormshieldManagerCompiledMormalizer StormshieldEndpointSecurityCompiladMarm

lizer

StormshieldCompiledNormalizer

6.2 Adding a new device on SLS

1. OnSLS, go to Settings >> Configuration >> Devices and click Add.
2. Enter the Name of the device.
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3. InthelP address[es] field, enter the IP addresses of each machine that hosts an SES Agent
handler that communicates with SLS.

In the Log Collection Policy field, select stormshield.
5. Choose the correct Time Zone.
Click Submit.

CREATE DEVICE 00

DEVICE INFORMATION

Mame: SES WM

IP address(es): = " X
Device Groups:

Log Collection Palicy: stormshield X

Distributed Collector:

Time Zone: (GMT+01:00) Brussels, Copenhagen, Madrid, Paris -
RISK VALUES

Confidentiality: Minima -
Integrity: Minima -
Availability: Minima -

6.3 Configuring logs retrieval

You can choose to either get the logs from SES Agent handlers through standard Syslog or more
securely through Syslog-TLS.

6.3.1 Getting the logs through standard Syslog

Configuring a TCP or UDP connection on the Agent handler

1. On the SES Evolution administration console, go to the Agent handlers menu and click the +
icon.

Enter the Name of the Agent handler group.
In the Address field, enter the IP address of the SLS instance.
Select the appropriate Protocol (TCP or UDP).

u s whN

Enter the Port number. The default listening portis 514. You can retrieve the Syslog
listening port by using the "change-syslog-port” command on a VM console. Note that
using this command toggles the port between 514 and 601. Use it again if necessary.

6. In the Transfer type field, choose Non-Transparent-Framing.
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7. Inthe Message content field, choose Raw JSON.
8. Click Save in the upper banner.

Continue to 6.4 Configuring SES dashboards on SLS.

= Agent handlers > New group (SLS-AHANDLERSES)

+ Add Agent handler group settings

v MNew group (SLS-AHANDLERSES)

Name | Mew group (SL5-AHANDLERSES)
SL5-AHAMDLERSES

Syslog servers

@D Enabled Description

Address Message content Raw JSON v
Protocol TCP ™ Message language English b
Port 514 Maximum message size

Transfer type  Non-Transparent-Framing hd Minimum log severity Waming

6.3.2 Getting the logs through Syslog-TLS

Generating and importing the Certificate Identity on SLS
1. Onthe host system used to generate certificates, generate a PEM X.509 certificate.
2. 0On SLS, go to Settings >> System >> System Settings >> Syslog TLS.
3. Provide the certificate (.crt file) and the private key (.key file).
4. Click Save.

SYSTEM SETTINGS

General [ SYSLOG TLS

Certificata: Senvercrt Browse.___
SMTP bk

Key: serverKey Browse___
NTP »
SNMP 4

SLS Certificates have already been installed

HTTPS »

Syslog TLS 2

Importing the Root Certificate Authority

On each machine that hosts an SES Agent handler that communicates with SLS, install the root
certificate in the Trusted root certification authorities or Third-party root certificate authorities
certificate store.
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Configuring a TCP/TLS connection on the Agent handler

1. On the SES Evolution administration console, go to the Agent handlers menu and click the +
icon.

Enter the Name of the agent handler group.

In the Address field, enter the IP address of the SLS instance.
Select the TCP/TLS Protocol.

Enter the Port 6514.

In the Transfer type field, choose Non-Transparent-Framing.
In the Message content field, choose Raw JSON.

© N O Gk wWwN

Click Save in the upper banner.

&= Agent handlers > New group (SLS-AHANDLERSES)

+ Add Agent handler group settings

v New group (SLS-AHANDLERSES)

Name | Mew group (SL5-AHANDLERSES)

SL5-AHAMDLERSES

Syslog servers

@D Enabled Description
Address Message content Raw JSON

Protocol TCP/TLS hd Message language

Reminder: The root certification
authority and intermediate
certification authorties of the
Syslog Server must be imported in
the certificate store of each agent
handler computer.

Maximum message size

Minimum log severity Warning

Port 6514

Transfer type  Non-Transparent-Framing ™

6.4 Configuring SES dashboards on SLS

1. Download the SES dashboards (.pak file) from your MyStormshield personal area, in
Downloads > Downloads > Stormshield Log Supervisor > Resources.

2. 0OnSLS, go to Dashboard >> Quick Links >> My Dashboard and click Import.

Browse to the .pak file and click Submit.

My Dashboards
MY DASHBOARD ¥ & ExPORT & IMPORT MORE ¥  OSELECTED  =carch 0
1 sNs

CHOOSE FILE
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Go to Dashboard and click the + icon.
Click My Dashboards.

Select SES.

Click Ok.

N o s

ADD DASHEOARD

My Dashboards Widget Count
Vender Dashboards SES 8
Used Dashboards (] SNS interface 2

Shared Dashboards u SMNS Hardware 4
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Additional information and answers to questions you may have about SLS are available in the
Stormshield knowledge base (authentication required).
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